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Definition of a Service Level Agreement (Wikipedia, 2008-04-14): 

“An SLA is a formally negotiated agreement between two parties. It is a contract that exists between customers and their service provider, or between service providers. It records the common understanding about services, priorities, responsibilities, guarantee, and such — collectively, the level of service. For example, it may specify the levels of availability, serviceability, performance, operation, or other attributes of the service like billing and even penalties in the case of violation of the SLA...”
USAGE (THIS SECTION IS REMOVED BEFORE THE SLA IS FINAL):
The SLA template:
1. Fill inn all the placeholders in the document – the entries marked by two angle brackets <such as here> and delete all text marked in yellow. Update the document footer
2. Save the document with a file name of this format: SLA_CustomerName_YYYY-MM-DD.doc (substitute CustomerName with the actual name of the department/customer)
3. Update the “Document name”-field in the footer
4. Delete this section (Usage of the SLA template)
5. Finally save the document again
The SLA matrix:

1. Mark critical systems with a red background color and non-critical systems with a green background.
2. Parameters that are KPIs to be reported every report period are marked in red/bold
3. Elements that are Not Applicable are marked by a gray background color.

4. Incident types are defined as follows:

Type 1 = System is unusable

Type 2 = System is partially unusable (very slow or parts are unusable)

Type 3 = Inconvenience

5. For backup regime, refer to a code that shows how often and how the system is backed up
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1  Introduction
The main content of this SLA is represented in spreadsheet form. The services covered by this SLA are shown in the left column and each SLA parameter is shown in the succeeding columns. The matrix shows the total scope of this SLA.
1.1 Scope of SLA and general description

<Describe the scope of the SLA. Include any general information about the SLA that is not covered by the SLA matrix>
1.2 Out of scope
<To limit friction, it is important to also define what is NOT covered. Especially address the service elements that are similar to, that can be confused with, or that have a direct interface to the service element covered in this SLA.>
This SLA does not cover:

· Departments (customers): <Define who are not considered customers under this SLA>

· Services/products: <Define the services/products not covered by this SLA>
1.3 Cost vs. service trade-offs
<If relevant, describe how the customer can increase or decrease service quality or service guarantees and what impacts this will have on the pricing.>
1.4 SLA deviation

In case of an SLA breach, the Incident Management process inform the customer and escalate the issue hierarchically in the following order (the customer demands escalation if not satisfied that the current level can handle the breach satisfactory)<change as appropriate>:

· IT Service Desk Manager

· IT Operations Manager

· IT Manager

· CFO

· CEO
In case of conflict, it is the responsibility of the next hierarchical level to facilitate a resolution.
Appendix A: SLA matrix Definitions

The following definitions and guidelines for use cover the basic fields for the SLA matrix (the top and bottom set of fields that are relevant for the whole set of Services):

	Term
	Definition

	SLA matrix for customer
	Fill in the customer name

	Last revision date
	The date of the last revision of the SLA or SLA matrix

	Last revised by
	Role and name of the person who did the last revision

	SLA valid from
	The date from which the SLA is valid from

	SLA valid to
	The date from which the SLA is valid to

	SLA revisions every
	Fill in how often/when the SLA will be revised

	SLA report period
	A report will be presented to the customer showing the above KPIs and whether the service guarantees are kept. See the table  for named recipients of the reports.

	Service Level meeting every
	A meeting will be conducted between the Customer and the Supplier (represented by the Service Level Manager) where service improvement is discussed. Emphasis will be given to areas of the SLA where breach(es) or near-breaches have occurred. The ITIL v3 process called Continual Service Improvement will take care of the actual improvement of service delivery according to the outcome of the service improvement meeting with the customer. Fill in how often such a review meeting will be held.

	Service Level Manager
	Name of the Service Level manager responsible for this SLA.

	Customer representative
	Name of the representative from the customer signing the SLA.

	Time period definitions
	In the SLA matrix, refer to various time periods (e.g. “Time period, SD”) to the abbreviations T1, T2 etc. Define the Time periods in the table for “Time period definitions”

	Other definitions
	Add relevant abbreviations used in the SLA matrix and define them in the table “Other definitions”.

	Processes involved
	List of processes directly interfacing the customer or the users and a reference URL to the process descriptions.

	Other references
	Other references such as relevant Standard Changes, with URL

	Responsibility chart
	Additional responsibilities of both parties not covered above are defined in the table.

	Incentives/penalties chart
	If relevant, describe the penalties for not reaching the guaranteed levels of service and the incentives (rewards) for over-performing the service guarantees by a margin. Examples of incentive levels could be:

· Answer time < 20 seconds

· Response time < 20 minutes

· Uptime > 99,9%

	SLA report recipients
	Those who are to receive the various reports relevant for this SLA


The following definitions cover each column of the SLA matrix. There are no guarantees, implied or otherwise, except those covered in the matrix. The parameters considered as KPIs are marked in red/bold and are to be reported to the proper recipients.

	Term
	Definition

	Delivery time
	The maximum guaranteed time to deliver a new service/system/product.

	Restore/Repair time
	The guaranteed time for repairing the service or product should it be broken.

	Delivery time, new user
	The maximum guaranteed time to add a new user account to the service/system.

	Uptime guaranteed per month
	The monthly uptime guaranteed for this service.

	Time period, uptime
	The time of day for which the uptime is measured and guaranteed.

	Service Speed
	This covers such measurements as maximum rendering time for a web page, maximum latency on connections, maximum query time to an application etc.

	Service Desk response time
	Support from the IT Service Desk is available for services covered by this SLA. The Service Desk will channel all issues relating to services/products described by this SLA to the appropriate process for handling, including any Incidents, Events, Access Requests or Service Requests. Any requests beyond the scope of this SLA must be escalated by the customer to Top Management and brought to IT through the Demand Management process which in turn may revise this SLA to accommodate for the request. The Service Desk response time defines the time from reception of an issue until a technical competent resource acts on the issue.

	Escalation Time
	Technical escalation is required whenever additional technical competence is needed to resolve an issue related to the services/products covered by this SLA. The procedure for technical escalation is covered by the process flow chart for Incident Management. Technical escalation is done at the discretion of the vendor and no escalation time is set for such escalation. Hierarchical escalation is done as defined by the column “Escalation Time”. The Escalation Time defines the time before the issue is escalated to the next hierarchical level.

	Time period, SD
	Defines when the customer can contact the Service Desk regarding issues relating to the Service/System.

	Target Resolution Time, Type 1 Incidents
	Defines the guaranteed time for implementing a workaround for Type 1 Incidents. A Type 1 Incident is defined as an Incident which renders a Service/System unusable.

	Target Resolution Time, Type 2 Incidents
	Defines the guaranteed time for implementing a workaround for Type 2 Incidents. A Type 2 Incident is defined as an Incident which renders a Service/System partly unusable, i.e. makes it very slow or parts of the system is rendered unusable.

	Target Resolution Time, Type 3 Incidents
	Defines the guaranteed time for implementing a workaround for Type 3 Incidents. A Type 3 Incident is defined as an Incident which makes the system inconvenient to use.

	Backup regime
	Defines the backup regime for the Service/System. This column refers to an appendix or policy detailing the different backup regimes, i.e. how often and how the Service/System is backed up.

	Restore Guarantee
	Defines the maximum time for a full restore of the Service/System.

	Cost, new system/ decommissioning of system
	The cost of acquiring a new Service/System and/or decommissioning a Service/System.

	Cost, new user/ decommissioning of user
	The cost of adding a new user and/or removing a user from the Service/System.

	Maintenance cost per month
	The running cost for maintaining the system with the guarantees detailed in this SLA.

	Other guarantees
	Defines any other guarantees as applicable. 

	Underpinning Contracts (UCs) and Operation Level Agreements (OLAs)
	Refers to any underpinning contracts (contracts with 3. party suppliers) and operation level agreements (underpinning contracts internally, with other departments in the company) that this SLA hinges on.


Appendix B: ITIL Definitions

The following constitute a relevant subset of ITIL specific definitions:
	Term
	Definition

	IT Service
	A service provided to one or more Customers by an IT service provider. An IT Service is based on the use of information technology and supports the Customer’s business processes. An IT Service is made up of a combination of people, processes and technology and should be defined in a Service Level Agreement.

	Underpinning Contract (UC)
	A contract between an IT service provider and a third party. The third party provides goods or services that support delivery of an IT Service to a Customer. The Underpinning Contract defines targets and responsibilities that are required to meet the service guarantees in an SLA.

	ITIL
	IT Infrastructure Library: A Best Practice guidance for delivering IT Services. 

	Service Desk
	The Single Point Of Contact (SPOC) between the IT service provider and the user.

	Process
	A structured set of Activities designed to accomplish a specific Objective. A Process takes one or more defined inputs and turns them into defined outputs. A Process may include any of the Roles, responsibilities, tools and management Controls required to reliably deliver the outputs. A Process may define Policies, Standards, Guidelines, Activities, and Work Instructions if they are needed.

	Standard Change
	A pre-approved change that is low risk, relatively common and follows a set procedure/work instruction.

	Service Request
	A request from a user for information, or advice, or for a Standard Change (or for a Change that requires a Request for Change submitted to the Change Management process).

	Request Fulfilment
	The process responsible for managing the lifecycle of all service requests

	Access Management
	The process responsible for allowing users to make use of IT Services, data or other assets. Access Management helps protect the Confidentiality, Integrity and Availability of assets by ensuring that only authorized users are able to access and modify the assets. Access Management is sometimes referred to as Rights Management or Identity Management.

	Event Management
	The process responsible for managing Events (a change of state that has significance for the management of an IT Service) throughout their lifecycle.

	Incident Management
	The process responsible for managing the lifecycle of all incidents (an unplanned interruption to an IT Service or reduction in the quality of an IT Service).

	Service Level Management
	The process responsible for negotiating Service Level Agreements, and ensuring that these are met.

	Key Performance Indicator (KPI)
	That which indicates how well a Service, process or activity performs according to the set standard. KPIs should be selected to ensure that efficiency, effectiveness and cost effectiveness are all managed.

	Metric
	The measurement of a KPI.

	Uptime
	The time, in percentage, that an IT Service is accessible as defined by an SLA – excluding any service windows.

	Answer time
	The time between a user contacting the Service Desk and contact is established.

	Response time
	The time between a user contacting the Service Desk and a competent resource starts handling the request or incident.

	Restore/repair time
	Time it takes to bring the service back to normal operation.

	Resolution time
	The time between a user contacting the Service desk or an issue is caught by Event Management and the issue is resolved.
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